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I. What is the problem? 
You can’t start intelligently without understanding the 
problem. 
 
 

II. What is “big data”?   
One definition is “extremely large data sets that may be 
analyzed computationally to reveal patterns, trends, and 
associations, especially relating to human behavior and 
interactions.”  Sometimes the analytical results surprise 
the data subjects. 
 
It can be computationally difficult to obtain meaningful 
information from data.  Store enough data and you are bound 
to get a spurious result (even if you set the probability 
to the 99.9% level, there is so much data to be analyzed 
you are bound to find a correlation for every thousand data 
points analyzed). 
 
While big data may not have a data subject’s name, it can 
contain enough data to eliminate all but one data subject 
(meaning the data subject is identifiable even though the 
name is not available). 
 

a. The amount of erroneous data stored increases as: 
i. The price of storage goes down (Moore’s law 

suggests the cost of storing data drops 50% every 
18 months). 

ii. The cost of correcting data exceeds the price of 
collecting data. 
 
 

III. Is the problem social media? 
 

a. The latest issue seems to be Facebook. 

                                                            
1 Houston Putnam Lowry is a member of Polivy, Taschner, Lowry & 
Clayton and is admitted to the Connecticut, District of Columbia 
and New York bars.  His email is PTL@HPLowry.com 
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i. How does Facebook make money? 
1. They are an advertising company that 

provides very targeting advertising. 
 

ii. Facebook makes on average about $24.72 per user 
per year (based upon annualized fourth quarter 
2017 revenue of $6.18/user). 
 

iii. This means Facebook would not use your 
information for marketing purposes if you paid 
them roughly $25.00/year.  In short, you don’t 
value your privacy because you wouldn’t pay 
$25.00/year for it. 
 

b. What kinds of questions can be asked (posed by Daniel 
McGlynn): 
i. Do social media users feel they “control and own 

the information and content” which they post on 
their social media accounts?  Almost certainly 
yes. 
 

ii. Do the terms and conditions of the privacy policy 
of popular social media platforms (e.g., 
Facebook, LinkedIn, Google, Instagram, Twitter, 
etc.) actually do so? 

 
iii. Should the “privacy policies” of social media 

platforms be regulated? 
 

iv. What legislative changes and policies do you 
expect to be effective in preventing the abuses 
which have been highlighted in the Senate 
hearings? 

 
v. What legislative changes and policies do you 

expect will NOT be effective in preventing the 
abuses which have been highlighted in the Senate 
hearings? 

 
vi. Will you disclose publically right now to our 

assembled audience here the source, recipient, 
and content of your last ten text messages or 
emails? 

 
vii. If some users wish to pay for using a social 

platform, rather than having the platform have 
access to their data in exchange for “free 
service”, is that a viable business model? 
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viii. Do you agree with Sen. John Kennedy’s statement 

that “Your user agreement sucks” in referring to 
Facebook’s user agreement, and if so what do you 
suggest be done. 

 
ix. Should user content be expressly owned by the 

originator, and only licensed in a limited manner 
to the social media platform? 

 
x. Should competition law and unfair trade practice 

law be used to regulate the privacy practices of 
social media platforms? 

 
xi. Should targeted advertisements be banned, Ban 

Targeted Advertising by: David Dayen, The New 
Republic, April 10, 2018. 
 

c. Why do you use social media anyway? 
i. Is using social media worth the cost of your 

privacy? 
 

ii. I was distressed when Facebook identified me in a 
picture with my new wife (and I have never been 
on Facebook and never tagged in a Facebook 
picture to my knowledge).  How did it know? 
 

d. What social media do Americans use as of April 4, 
2016? 
 

Percentage2 

Facebook  88% 

Instagram  32% 

Pinterest  31% 

Linkedin  29% 

Twitter  24% 

 
e. What percentage of Americans use social media as of 

April 4, 2016? 
 

                                                            
2 Pew Research Center, Social media update 2016 
http://www.pewinternet.org/2016/11/11/social-media-update-
2016/pi_2016-11-11_social-media-update_0-01/ 
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Date3  18‐29  30‐49  50‐64  65+ 

1/10/2016  88.00%  78.00%  64.00%  37.00% 

11/6/2016  89.00%  80.00%  64.00%  34.00% 

7/12/2015  90.00%  77.00%  51.00%  35.00% 

1/26/2014  84.00%  77.00%  52.00%  27.00% 

 
f. If you use your Facebook account to login to another 

site, that allows the two web sites to aggregate 
information about you.  All of a sudden, potentially 
two separate people are confirmed to be one.  The data 
is doubled, but the value of the data increases 
exponentially. 
 
 

IV. Is the problem more pernicious than traditional social 
media?  Consider your cell phone.  You have it with you 24 
hours a day and 7 days a week.  The Aisles Have Eyes, by: 
Joseph Turow, Yale University Press, 2017. 

 
The problem is businesses want to sell more and to have 
their advertising dollar work better. 
 

a. Do you know what information is (or can be) collected 
about you by your cell phone? 
i. Location. 

1. If you visit a location often enough, the 
demographics of the location will allow an 
observer to figure out if you live there or 
work there. 
 

2. An observer can figure out who your social 
contacts are? 

 
3. Consider how accurate the location 

information must be for your cell phone to 
give you GPS directions. 

 
4. Your location information is automatically 

imbedded into each cell phone photo you 
take. 

 
ii. Speed. 

 

                                                            
3 Pew Research Center, Social media fact sheet 2/5/2018 
http://www.pewinternet.org/fact-sheet/social-media/ 
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b. Has your spouse ever called you to pick up an item on 
the way home because your spouse knows you are close 
to the store?  Is that creepy or what? 
 

c. Your phone can tie your billing zip code to your 
location so an advertiser will know your demographic’s 
disposable income as you walk in their door?  Is that 
creepy? 

 
i. My experience with the CVS app on my iPhone: 

1. It sent me a text message coupon as I went 
into a store.  How did it know I was 
entering the store? 
 

2. The CVS app could run in the background of 
my iPhone even though I had not turned it 
on.  I turned off that feature. 

 
3. Some retailers even use low powered WiFi to 

track customers in the store (which would 
disclose which sales displays were working).  
The accuracy is within 10 feet. 

 
4. Some retailers even use low powered 

Bluetooth to track customers in the store 
(which would disclose which sales displays 
were working).  The accuracy is within 10 
feet.  Bluetooth Low Energy (BLE) uses less 
power and costs less. 

 
5. Verizon asked if they could release data 

about me to advertisers.  I said no (even 
though it was a business cell phone used by 
one of the other lawyers in the office). 

 
d. If you use a price checking app, that gives the app 

owner the chance to sell your information quickly to 
the manufacturer for use in a targeted advertisement 
(don’t buy it at THAT price-we’ll sell it for less and 
ship it to your house for free!).  Amazon had an app 
that did that (but has discontinued it). 

 
e. Do you let Siri listen to you?  Where does that 

information go and what happens to it? 
 

f. You can then combine this information with your 
profile on a frequent user program (such as frequent 
flyer miles, CVS value points, the hardware store and 
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the supermarket, etc).  They have YEARS of data on 
you. 

 
i. Do you think they use this data to market to you? 

 
ii. Why not? 

 
iii. This is all possible because of the Universal 

Price Code (UPC). 
 

iv. Walmart’s computer system is second only to the 
Pentagon in storage capacity. 

 
v. Walmart has the largest corporate satellite 

system in the world. 
 

vi. Target sent “targeted” advertisements to a young 
girl because their marketing analysis showed she 
was likely to be pregnant.  Her father objected 
because he didn’t know she was pregnant (an 
embarrassing situation!). 

 
 

V. What law should govern privacy expectations? 
There are a number of possibilities: 
 

a. Location where to data is collected.  Does this make 
sense?  This is controlled by the data collector and 
not the data subject. 

 
b. Nationality of the data collector. 

 
c. Location where the data is stored.  Does this make 

sense?  Did anyone plan on this?  Where is your gmail 
account stored or managed?  You probably don’t know. 
i. Did you know you have given gmail permission to 

“read” your email to better target advertisements 
to you?  Does that have any attorney client 
implications? 

 
d. Nationality/habitual residency of the data subject. 

 
Which one do you think makes sense? 
See Transborder Data Flow: Public and Private International 
Law Aspects," 6 Houston Journal of International Law 159 
(1984) (attached). 


































